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Abstract – Our proposed presents a distributed system which 

provides robustness up to a certain  degree for privacy deficient 

location based service providers(LBSP’s).The LBSP’s facilitate 

spatial top-k query processing considering the point of 

interests(POI’s) from a region with respect to highest ratings 

corresponding to specific POI attribute. 

Index Terms – LBSP, POI, Query Processing, Freshness Value, 

Data Collector. 

1. INTRODUCTION 

In modern society all smart phones have internet access there 

by acquiring exact location with help of positioning software. 

For users who are new to a region it is convenient to access 

and share information regarding POI’s like restaurants, hotels, 

grocery stores, coffee shops. Most of the LBSP’s provide a 

location based query processing which have a drawbacks like 

limited datasets, POI reviews and multiple ratings for single 

POI by different LBSP’s .sometimes even if the LBSP’s are 

not malicious they may return query results under the effect of 

various type of attacks like submission of fake reviews for the 

same POI by the same attacker. This leads to unwise 

decisions made from the query results. 

2. QUERY PROCESSING IN PROPOSED MECHANISM 

Algorithm 

Step 1: for an attribute ‘A’ calculate point of interest (𝑃𝑂𝐼𝑚) 

and freshness value  ℷ𝒊 in a 𝑧𝑜𝑛𝑒𝑎  region. 

Step2: for the same attribute ‘A’ calculate point of interest 

(𝑃𝑂𝐼𝑛) and freshness value  ℷ𝒋 in a 𝑧𝑜𝑛𝑒𝑏 region. 

Step 3: if (𝑃𝑂𝐼𝑚! =𝑃𝑂𝐼𝑛  and ℷ𝒊>ℷ𝒋) for displacement in zone 

region then rating is verified to be correct. Otherwise go to 

step 4 

Step 4: then the rating is leads to be malicious. 

3. EXISTING SYSTEM ARCHITECTURE 

In existing system data collector is assumed to be trusted 

while LBSP is untrusted.In our scheme we start with the 

notion data collector is untrusted and to make it authentic a 

suitable licensing measures are to be introduced. A simple 

licensing measure can be establishing the market value of the 

data collector.   

 

Figure 1  Existing System Architecture 

In situation where the LBSP must return some query results 

even if it has no top-k POI satisfying the query significant 

communication overhead for a large query region occurs. To 

reduce the amount of information displayed to the user. Our 

scheme considers virtual zone which is aggregation of 

𝑧𝑜𝑛𝑒𝑎and 𝑧𝑜𝑛𝑒𝑏 .This scheme returns the largest attribute A’s 

rating with respect to 𝑧𝑜𝑛𝑒𝑎  𝑧𝑜𝑛𝑒𝑏  

Advantages of proposed system 

1. Privacy deficiency of LBSP’s is reduced to a great extent 

by considering the freshness value ℷ. 

2. The scheme we propose considers the creditability of 

reviewers and data collector. 

3. Our scheme considers the reduction in computational cost 

as well as communicational costs. 

 

Figure 2.1.query processing in proposed mechanism in zone b 
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Fig 2.2.query processing in proposed mechanism in zone b 

4. FUTURE WORK 

In previous systems top-k queries are moved with the help of 

independent snapshots in a circular region of radius 5km.this 

causes computational overhead as well as LBSP’s user 

overhead. We are extensively studying procedures to reduce 

this overhead using a hybrid scheme. The main consideration 

while reducing this overhead is deducting updated results 

from top-k POI’s. 

5. CONCLUSION 

In this paper we have proposed robust top-k query processing 

for privacy deficient LBSP’s using mechanisms which are 

less costly and effective. We have proposed a robust 

architecture which considers a metric called freshness value 

and creditability of reviewers, data collectors. 
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